
 

PRIVACY POLICY 

INTRODUCTION 

The Central Registry (hereinafter “CR”) undertakes measures for protection of unauthorized 

access to the personal data of its users and entities that it contains and processes according: 
legal regulations and secondary legislation referring to protection of personal data, the 

Guidelines for technical and organization measures for securing confidentiality and protection 
of the processing of personal data in CR, Security policy of information in CR and other 

pertinent documents in this field. 

 
USE AND PROCESSING OF PERSONAL DATA  

 CR treats the data in confidential manner and protects the data by using technical 

and organizational measures, which ensure:   

o confidentiality – protection of information from unauthorized disclosing 

and access; 

o integrity – securing accuracy and suitability of information and processing 
methods; 

o availability – securing access of authorized users to information and 
information systems when required.   

 Personal data is gathered for clear purpose, provided for by the law, and is processed 

by a method compliant with the purpose; 

 CR shall make available personal data to authorities as provided for by the law 

 Processing of the master number of the entity upon previous approval of the entity -
owner of personal data, for exercising of rights or obligations provided for by the law, 

and in other cases provided for by the Law on trade companies  

 Publishing of the master number of the citizen exclusively in compliance with the 

legal regulations; 

 The entities that have information in CR, are entitled to review and edit their personal 

data processed by the CR.  

 
PROTECTION FROM ABUSE 

CR undertakes all required technical and organizational measures for protection of personal 

data from unauthorized access and abuse, employing regular controls and latest technology 
and achievements in this field. 
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